
ISO/IEC 27001: 2013
INFORMATION SECURITY MANAGEMENT SYSTEM
AWARENESS TRAINING COURSE

COURSE AIM

WHO SHOULD ATTEND

COURSE CONTENT

TIME (DAY) 1 
TRAINING OPTIONS General Participation & In-House & Online
LANGUAGE Turkish, English
COURSE CODE/ACCREDITATION A020965 / CPD 

Purpose of education; To provide general information about the ISO / IEC 27001: 2013 Information Security Management 
System standard and requirements for organisations and individuals, to provide examples and explanatory information 
about how the standard should be implemented with a detailed view of all the items of the system and how the system is 
set up and operated.

§ Personnel responsible for the implementation and management of the ISO / IEC 27001: 2013 information security 
management system,

§ Information security consultants,
§ Employees in IT departments,
§ Employees in the field of computer technologies, management information systems, software systems and software 

development technologies.

§ Information security management basic definitions and concepts,
§ Information security standards and development of ISO / IEC 27001: 2013,
§ Requirements of ISO / IEC 27001: 2013 ISMS standard,
§ Document control, control of records, internal audit and continuous improvement in ISO / IEC 27001: 2013,
§ History of Information Security,
§ Determining the scope of the Information Security policy,
§ Identification of information assets,
§ Determining the value of information assets,
§ Determination of risks and impacts,
§ Defining control objectives and controls,
§ Defining policies,
§ Establishing policies, standards and procedures,
§ Completion of ISMS certification requirements,
§ The certification preparation process,

No prior knowledge is required to participate in ISO / IEC 27001: 2013 Information Security Management System 
Awareness Training.

IMPORTANT NOTES


