
ISO/IEC 27001: 2013
INFORMATION SECURITY MANAGEMENT SYSTEM
DOCUMENTATION TRAINING COURSE

COURSE AIM

WHO SHOULD ATTENT

COURSE CONTENT

TIME (DAY) 1 
TRAINING OPTIONS General Participation & In-House & Online
LANGUAGE Turkish, English

Purpose of this training; explain the documentation structure and the features that the documents in the ISO / IEC 27001 
Information Security Management System standard and requirements.

Participants in their own organizations; It aims to explain the principles of simple, understandable and effective document 
preparation.

§ Personnel responsible for the implementation and management of the ISO / IEC 27001: 2013 information security 
management system,

§ Information security consultants,
§ Employees in IT departments,
§ Employees in the field of computer technologies, management information systems and software development 

technologies.

§ Information security management basic definitions and concepts,
§ What are the differences between Procedure and Instruction and how to prepare,
§ What are the document management and conditions?
§ Required documents as per ISO / IEC 27001: 2013,
§ What are the mandatory records as per ISO / IEC 27001: 2013 and how they should be kept,
§ Documents recommended in accordance with ISO / IEC 27001: 2013,
§ Determining the scope of the Information Security policy,
§ Identification of information assets,
§ Determining the value of information assets,
§ Determination of risks and impacts,
§ Defining control objectives and controls,
§ The certification preparation process,

No prior knowledge is required to participate in ISO / IEC 27001: 2013 Information Security Management System 
Documentation Training.

IMPORTANT NOTES


